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Agenda and Objectives
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Agenda

■ Welcome and Introductions

■ Review of CP and redlining to carry forward fault communication changes

■ Overview of process for involving Distributors in the fault rectification process

■ Overview of proposed Service Level Agreements for fault rectification

■ Interactions with the Change of Agent process

■ Next steps

Objectives

■ Agree CP and redlined changes to BSCP514

■ Endorse or comment on the proposed SLAs for fault rectification

■ Comment on the proposed process for involving Distributors in the fault resolution 

process



Redlining for 
communication 

process



Draft LDSO 
involvement 

process



Process option 1
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■ MOA identifies LDSO issue and informs Supplier

■ MOA closes fault and Supplier opens fault against LDSO

■ LDSO investigates and provides update to Supplier/MOA

■ Cyclical process for LDSO to resolve, keeping Supplier and MOA informed

■ Resolution report sent to Supplier and MOA when rectified



Process option 2
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■ MOA identifies LDSO issue and informs Supplier

■ Supplier requests LDSO to investigate

■ LDSO investigates and provides update to Supplier/MOA

■ Cyclical process for LDSO to resolve, keeping Supplier and MOA informed

■ Inform Supplier and MOA that fault is resolved

■ MOA closes fault



Proposed SLAs



Proposed SLA timescales
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Category average overall

Communication line unavailable 30

Meter Technical Details mismatch 20

Technical Fault with the meter 30

Technical Fault with Transformers TBC
Unable to connect to meter through 
communications 20

Validation error 20



Implications for 
Change of Agent 

process



Quality of data for open faults
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■ Workgroup noted at meeting 2 that data can be lost in Change of Agent/Supplier 

events that occur whilst a fault is open.

■ Are there any processes that can be put in place to mitigate this risk?

–Does the existing requirement to provide all relevant data go far enough?



Next Steps




