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Introduction
Market-wide Half Hourly Settlement is a new market model that delivers both settlement period (SP) meter readings from smart meters and derives SP level data from meters where register readings (RR) can be accessed. In order to create new technology processes that deliver the required MHHS functionality, architecture principles are required in order to ensure any solution is both relevant and applicable.
[bookmark: _GoBack]The MHHS solution architecture will impact multiple market participants and have consequences for both new and existing technology services.  It is therefore a primary concern to ensure that the architecture allows for cost effective solutions.
Solution architecture principles are defined by the following four characteristics:

Name: 
Must be easy to remember and should describe the core essence of the rule.  Does not mention technology components.
Description: 
Must succinctly and directly convey the fundamental rule.
Rationale: 
Must highlight the business benefits generated by the principle.  May also describe its relationship to other principles.
Implications: 
Defines examples of what is required to comply with the principle.





Architecture Principles
Primacy of Principles
	Name
	Primacy of Architecture Principles

	Architecture Domain
	Business, Data, Applications, Infrastructure, Security

	Description
	The architecture principles apply to every aspect of the solution and they also apply to all organisations involved in defining, designing and delivering the required solution.

	Rationale
	The intended quality of the solution can only be guaranteed if the architecture standards are applied consistently and within every phase of the overall initiative and/or projects.

	Implications
	Avoid introduction of inconsistencies over time and by differing stakeholders or groups.
Each stage of the entire solution lifecycle will be assessed to determine its compliance with all architecture principles, standards and guidelines.



Business Continuity
	Name
	Business Continuity

	Architecture Domain
	Business, Data, Applications, Infrastructure

	Description
	There must be no interruption to business activities

	Rationale
	The business must be able to continue their core customer-facing operations regardless of unexpected external, internal or technical issues

	Implications
	Business interruption risks must be managed.
Recoverability, redundancy and maintenance must be considered at project inception.
Applications and technology services must be assessed for business criticality.



Adopt Best Practices
	Name
	Adopt Best Practices

	Architecture Domain
	Data, Applications, Infrastructure

	Description
	Technology activities must consider, and be aligned with best practices regarding technology governance, processing and management

	Rationale
	Technology projects must deliver progressively better services, to an increasingly higher quality and within effective cost controls

	Implications
	Technology processes must be well understood and meet established goals.
Costs per technology service must be financially comparable to those in the market.
Established enterprise architecture must be effectively applied in projects.





Information Security
	Name
	Information Security

	Architecture Domain
	Data, Applications, Infrastructure, Security

	Description
	Information must be appropriately secured, and this should be considered during project inception.  Information security should be measurable by auditing and monitoring processes

	Rationale
	Open information sharing must be balanced with the need to protect the confidentiality, integrity and availability (CIA) of the information within the organisation

	Implications
	Laws and regulations must be complied with.
There must be method to apply data sensitivity labels to information.
Security must be planned from project inception.
The security standards should include the provision of CIA for all information assets.
Systems must be protected from unauthorized data access and handling.



Component Reusability & Simplicity
	Name
	Component Reusability & Simplicity

	Architecture Domain
	Applications, Infrastructure

	Description
	The enterprise architecture is built with modular components that implement reusable business services

	Rationale
	Reusable business services often equate to reusable technology components and this lowers operating costs by leveraging existing investment, whilst modularity increases the adaptability of the business model (reduce technology footprint).

	Implications
	Establish reference architectures and patterns that promote reusability and simplicity.
Identify opportunities for cost saving by reusing existing technology applications or tools for multiple business uses.





Adaptability & Flexibility
	Name
	Adaptability & Flexibility

	Architecture Domain
	Data, Applications, Infrastructure

	Description
	Adaptability and flexibility reduce complexity and promotes integration, resulting in an improved efficiency of technology components, and therefore, of business operations

	Rationale
	Reduces the risk of failure to deliver, or delays and overruns to projects by avoiding complex or highly coupled system designs.  Systems and applications will have greater durability and lifespan.

	Implications
	Avoid the excessive costs and reduced adaptability resulting from customizations.
Allows simplification of the interactions with technology vendors or partners.
The development of applications based on adaptable components may be sub-optimal in the short term but will present an optimization gain over time and should be actively encouraged.



Technology Interoperability
	Name
	Technology Interoperability

	Architecture Domain
	Data, Applications, Infrastructure

	Description
	Infrastructure and software should follow established standards that promote data, application and technology component interoperability

	Rationale
	Ensure technical coherence, improving the ability to manage technology components, to protect investments in technology and to maximize the return on investments.

	Implications
	Provide interoperability (open/industry) standards to ensure suppliers support and facilitate integration across the technology ecosystem.
Identify and follow industry standard methods of data exchange or functional execution of services between applications and systems.
Identify and document all existing applications and technology platforms.





Appendix - Architecture Domains
Each architecture principle may be applicable within one or more of the following architecture domains.
Business Architecture
The structure and behaviour of a business system (not necessarily related to technology).  Covers business functions, capabilities, business processes and their required roles.  The business functions and processes are mapped to the business goals and business services they support as well as to the applications and data they need.
Data Architecture
Focused on the definition, storage and movement of data that is used by a business and/or its applications.  Data definitions can include meta-data (structural, descriptive, etc.).  Data movement can include acquisition, transport for internal processing and data publication types.
Applications Architecture
The structure and behaviour of solutions used in a business, and how they interact with each other and with business users.  Application architecture is shaped by how functionality can be produced and how/where it is can be used.  Applications are usually mapped to the business functions they support and the platform and technologies they require.
Infrastructure Architecture
The structure and behaviour of the technology platform that underpins the applications.  Includes descriptions of cloud services or traditional on-premises configurations. Also describes the platform applications that run on them, the services they offer to solutions and the protocols and networks that connect the applications and other infrastructure resources.
Security Architecture
The various design features which protect a system from unauthorised access.  This incorporates many features of the other architecture domains (i.e. business, data, applications and infrastructure).


	Domain:
Principle:
	Business Architecture
	Data Architecture
	Applications Architecture
	Infrastructure Architecture
	Security Architecture

	Business Continuity
	
	
	
	
	

	Adopt Best Practices
	
	
	
	
	

	Information Security
	
	
	
	
	

	Component Reusability & Simplicity
	
	
	
	
	

	Adaptability & Flexibility
	
	
	
	
	

	Technology Interoperability
	
	
	
	
	



Table 1 - Architecture Principles & Domains Matrix
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